Ključni zaključci u pogledu važnosti sigurnosti informacijskih sustava u zdravstvu

Nakon obrađenog teksta „Upravljanje informacijskom sigurnošću u zdravstvu “ zaključujem :

* da je temeljni cilj zaštite informacijskih sustava u zdravstvu zaštiti povjerljivost, dostupnost i integritet informacija o pacijentu.
* da je u zaštiti informacija potrebno voditi računa o svim elementima sustava – pacijentima, javnosti, zaposlenicima, poštivanju zakona i propisa, upravi, nadzoru.
* da je prilikom zaštite podataka potrebno voditi računa o riziku koji nosi ranjivost sustava.
* da na povjerljivost, dostupnost i integritet informacija mogu utjecati mnogi faktori koji proizlaze iz ranjivosti sustava
* da su kritični faktori uspjeha za postizanje informacijske sigurnosti

• postojanje politike informacijske sigurnosti, ciljeva i aktivnosti koji su odraz poslovnih ciljeva

• definiranje pristupa ka stvaranju, održavanju, nadzoru i unapređenju informacijske sigurnosti koji je u skladu s organizacijskom kulturom

• vidljiva podrška i posvećenost svim razinama menadžmenta

• dobro razumijevanje zahtijeva

* da su potrebne kontrole zaštite koje su zakonski propisane

• zaštita osobnih podataka

• zaštita organizacijskih zapisa

• zaštita intelektualnog vlasništva

* da su faze razvoja zaštite IS u zdravstvu

•Planiranje i organizacija

•Nabava i implementacija

•Razvoj i podrška

•Nadzor i ocjenjivanje

* da kako bi organizacija bila sposobna maksimano iskoristiti pozitivne rizike i kvalitetno se suočiti s negativnim rizicima, neophodno je da ima znanje o upravljanju rizicima.